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Abstract. Introduction. The article is devoted to contemporary digital diplomacy, which is implemented
within the framework of social networks. Unlike traditional diplomacy digital one operates in a different communicative
space where blogs, electronic media and global social networks are the key communication channels. Using these
tools allows digital diplomacy actors to influence events and communities in other countries. Methods and materials.
Method of mixing qualitative and quantitative data, hashtag-analysis, comparative analysis of the social networks’
messages and accounts were able to understand the dynamics and interactions in social networks, engagement
and possibilities of institutional and private actors in digital diplomacy. Analysis. In the 2000s foreign policy and
public diplomacy began forming based on data on the mood of users of social networks and their preferences in
politics. Thanks to this, digital diplomacy may well become one of the innovative tools for resolving modern global
problems. Digital diplomacy, as a new method and the tool for implementing foreign policy, contributes to the
effective functioning of departments and ministries of foreign affairs, their response to the needs of citizens, to
emerging challenges and threats to state security, like a global epidemic or natural disasters. Using digital tools, it is
possible to shape the norms of communication, interaction and decision-making by which diplomats perform their
work, modifying the diplomatic process. Besides this digital diplomacy increases the attractiveness of the state in
the eyes of the world community. Results. Based on a comparative analysis study of the content of social networks,
it could be concluded that over almost a decade, from the 2010s to the 2020s, digital diplomacy has developed from
a “soft power” mechanism to a method of information warfare and propaganda which involves artificial intelligence
tools and big data. But this is predominantly characteristic of technologically developed countries. It is possible to
conclude about future co-existence of traditional and digital diplomacies in a new hybrid variety. Authors’
contribution. In this article Liudmila M. Reshetnikova has contributed Introduction, Research Methods, Analysis
and Results sections: identified risks and threats to digital diplomacy, analyzed the development of the soft power
methods, identified features and tools of digital diplomacy. Irina M. Samokhina has contributed Analysis and
Results sections: analyzed social networks and digital infrastructure for digital diplomacy and diplomatic activity,
contemporary computer tools for learning about social networks.
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HUPPOBASA JTUIIJIOMATUSA U COLIUAJIBHBIE CETHU:
COBPEMEHHBIE TIPAKTUKYW NTHHOBAIIMI BO BHEIITHE ITOJINTUKE

JIroonmMunia Muxaiijiopaa PemerHukoBa

Bonrorpaackuii rocynapcTBeHHBIN yHUBEPCUTET, . Bonrorpan, Poccuiickas ®eneparus

Hpuna Muxaiisopna CamoxuHa

Bonrorpaackuii rocynapcTBeHHBIN yHUBEPCUTET, . Bonrorpan, Poccuiickas ®eneparus

AHHOTanus. Beedenue. B naHHOM cTaThe pacCMOTPEHA COBpEMEHHAs IU(ppoBast AUTUIOMATHH U €€ pealin3a-
LUs Yepe3 I100abHBIE COlMaNbHbIE CETH. B oTIMYre oT TpaJuiMoHHON U(poBas AUIuIoMaTus paboTaeT B HHOM
KOMMYHHKaTHBHOM IIPOCTPAHCTBE, I7Ie KIIIOYEBBIMU KaHAJIAMH SIBJISIFOTCS Oory, anekrponubie CMU 1 rmobanbHbie
CcOLMaNbHBIE ceTH. Mcnonb30BaHNe TUX MHHOBALMOHHBIX MHCTPYMEHTOB TI03BOJISIET CyOeKTaM IU(POBOI UILIO-
MaTHUH BJIUATH HA COOBITHUS M COOOIIECTRBA B IPYIHX CTpaHax. Memoovl u mamepuaivl. MylnbTHMETOIOIOTHYCSCKUIMA
MOAXOJ K U3Y4EHHUIO KaUeCTBEHHBIX M KOJITMUECTBEHHBIX JaHHBIX, X3IUTET-aHAIN3 03BOJIMIN OHATh JUHAMUKY U
B3aMMO/ICIICTBHE B COIIMAIBHBIX CETAX, BOBICUEHHOCTh M BO3MO)KHOCTH HHCTUTYLIMOHAJIBHBIX M YACTHBIX AKTOPOB B
uudpooit quruiomatin. Anaauz. B 2000-e IT. BHENTHSIS ITOUTHKA U ITYONIMYHAS AUTUTOMATHS CTaId (POPMHUPOBATHCS
Ha OCHOBE JIaHHBIX O HACTPOEHMSAX MOJIb30BaTENEH COIMAIBHBIX CETEH M MX MPEINOYTEHUSIX B MOMUTHKE. biaronaps
3TOMY LU(pPOBast AUTUIOMATHSI BIIOJIHE MOXKET CTaTh OJJHUM M3 HHHOBAIIMOHHBIX HHCTPYMEHTOB PEIICHHS COBpe-
MEHHBIX I100aJIbHBIX MpooiieM. L{udposas qumioMmaTns Kak HOBBIH METOJ M OJJMH M3 MHCTPYMEHTOB peallu3aliin
BHEITHETIOTUTHYECKOTO Kypca, croco0cTByeT 3¢ (eKTuBHOMY (DYHKIIMOHUPOBAHUIO BEIOMCTB U MUHHCTEPCTB
WHOCTPaHHBIX e, UX PEarnpoBaHUIO Ha 3alpOChl TPa)</iaH, Ha BOSHUKAIOIINE BBI30BBI U YTPO3bl O€3011aCHOCTH
roCyIapcTBa, TakKue Kak TI00aIbHbIE AIUAEMHUH WM CTUXHUHHBIE OencTBus. Vconb3ys nuppoBbie HHCTPYMEHTHI,
MOXXHO ()OPMHUPOBATH HOPMBI OOLIEHUSI, B3AUMOACHCTBUS U MPUHATHS PEIICHUH, C TIOMOIIBIO KOTOPBIX JUILIOMa-
THI BBINOJHSIOT CBOIO paboOTy, BUIOM3MEHSIS AUTUIOMATHIECKUi mponecc. Kpome Toro, mudposast qUrioMaTHs
CHOCOOCTBYET CO3aHUIO IO3UTHBHOTO UMUJIKA CTPaHBI U MOBHIIIECHUIO MPUBJIEKATEILHOCTH TOCYIapCcTBa B BOC-
MIPUSITUY MEPOBOTO cool1ecTBa. Pezynomamsi. Ha 0CHOBE CpaBHUTEIBHOTO aHAJIN3a KOHTEHTA COLHAIbHBIX CeTel
MOYKHO CJ/IeNaTh BBIBOJ, 4TO B riepuon ¢ 2010-x mo 2020-e rr. nudpoas AUIUIOMATHsI pa3BUBANIACH KAK HHCTPYMEHT
«MSITKOW CHIIBI», BIIOCIENCTBUHU ITPE0Opa30BaBIIKCH B ONUH M3 METOJOB WH(POPMAIMOHHOTO MPOTUBOCTOSHUS 1
MpoIaraH/ibl C UCTIOIb30BaHHEM UCKYCCTBEHHOTO MHTEIUIEKTa 1 OOJBIIHNX JaHHBIX, YTO MIPEUMYIIIECTBEHHO XapaK-
TEPHO ISl TEXHOJIOTHYECKU Pa3BUTHIX TOCYIAPCTB. DTO ITO3BOJISIET TOBOPUTH O Oy/TyIlleM COCYIIECTBOBAHUH TPaIu-
LIMOHHOHN U U(POBOH TUIJIOMATHH B HOBOM BHJIe THOPUAHON qUIIIOMaTHU. Briao asmopos. JI.M. PemerHukosa
BBISIBUJIA PUCKH U YTPO3bI IIU(PPOBOW AUTLIOMATHH, OXapaKTepH30Bajia pa3BUTHE METONIOB «MSITKOH CHIIBI», ONIpelie-
JIUIIa OCOOCHHOCTH U MHCTPYMEHTHI u(poBoii qumuiomatun. M.M. CaMoxuHa npoaHallM3upoBalia ColHaibHbIC
cetu ¥ ¢ poBast ”HGpacTpykTypa 1ist U(POBOI IUTIIIOMATHN U TUITIOMaTHIECKOH IESTENbHOCTH, COBPEMEHHBIE
KOMITBIOTEPHBIE HHCTPYMEHTHI JUI U3Y4EHHs COLIMATBHBIX CETeH.

Karuesble ciioBa: nndpoBas qUILIOMATHS, TyOIUYHAS TUIIOMATHS, COIMANBHAs CEeTh, MHHOBAIIMOHHAS
TEXHOJIOTHs, BHEIIIHSIS TIOJTUTHKA.
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Introduction. The development of have replaced printed and broadcasting traditional

international relations led to the emergence and
implementation of the principles of public
diplomacy with modern innovative technologies,
new ways and mechanisms of information support
in foreign policy are becoming more relevant. Web
technologies like websites and mobile applications

media. Taking into account the crucial role of
communication in the organization of communities
and government, it creates a fundamentally new
dynamic of international relations. From the
second half of the 20" century, military power
and threat as traditional means of foreign policy
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gradually began to be eroded by the methods of
the soft power of culture, images and information.
The first signs of the digital revolution and the
growth of the Internet led to the transition to web
communication in the early 1990s that has covered
all spheres of life. The appearance of digital
diplomacy has become possible because of the
fast development of information and
communication technologies that make it possible
to erase national borders and exert influence
globally on society in a given state. Digital
diplomacy is a component of public policy and
soft power. The first is often equated with the
term “soft power” by Joseph Nye. Public
diplomacy is a tool for promoting the soft power
that in turn has three sources: political values, a
country’s culture, and foreign policy. Itis a
voluntary and informed choice as opposed to
propaganda. Further J. Nye developed a concept
and added “smart power” that can act as the most
winning strategy, and includes a balanced
combination of hard and soft power [19, pp. 101-
102]. The term “public diplomacy” was first
proposed by Edmund A. Gullion, dean of the
Fletcher School of Law and Diplomacy at Tufts
University in 1965. This term denoted the process
by which the subjects of international relations
are able to achieve foreign policy goals, influencing
the foreign society. It means open, respectable
and not a secret diplomacy. It described as the
role of the media in international affairs, cultivation
by governments of public opinion, the non-
governmental interaction of private groups and
interests in one country with those of another [30,
p. 8]. Public diplomacy due to J. Nye is a useful
tool when attempting to influence public opinion
abroad [14, p. 706]. Public diplomacy began to
consider as actions aimed at maintaining long-term
relations, protecting the goals of the country’s
foreign policy and a better understanding of the
values and institutions of their own state abroad.
States seek to secure particular or wider interests,
including the reduction of frictions between or
among themselves. Public diplomacy is one of the
core instruments through which the goals,
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strategies and broad tactics of foreign policy are
implemented [1].

Subsequently, with the development of the
Internet, these definitions were concretely
embodied in the phenomenon of digital diplomacy.
Governments have begun to use Web 2.0
technologies that consist of a set of software
applications (second generation) and they allow
users to communicate and exchange information
on the Internet. These applications include popular
world-wide social networks such as Instagram *
(banned in Russia in 2022), Facebook ** (banned
in Russia in 2022), Twitter (banned in Russia in
2022), Snapchat, TikTok (banned in Russia in
2022). The Web 2.0 model supports two-way
exchange of information, promotes the active
participation of users and, accordingly, can
influence certain aspects of the development of
society. New technologies facilitate interaction as
they become interactive. In the past diplomacy
was primarily a government-to-government
relationship. Today, a government indirectly targets
the public, and even public-to-public
communication can constitute diplomatic actions.
Integrating the requirements of social media into
the practice of public diplomacy raises a series of
challenges and generates fundamental strategic
and tactical shifts. It also means an additional step
from diplomacy 1.0 to public diplomacy 2.0,
therefore the “leap from the old world of web-
pages and e-mail to that of social media and sites
based on user-generated content” [25, p. 201].
The arrival of “Web 2.0” in the mid-aught made
the means to publish information online more
broadly accessible. People were increasingly able
to post their opinions and experiences. However,
doing so still required a substantial amount of
technical know-how and access to expensive
internet-connected computers. Accordingly, it was
the creation and diffusion of social media
networks across platforms and devices, especially
smartphones that truly expanded interaction
capacity by substantially increasing the number
of people who could participate in digital
communication on a daily basis [7, p. 238].

* The Instagram social network is owned by the terrorist and extremist organization Meta Platforms Inc,

whose activities are prohibited in the Russian Federation.

** The Facebook social network is owned by the terrorist and extremist organization Meta Platforms Inc,

whose activities are prohibited in the Russian Federation.
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The British analyst Sh. Riordan proposed to
distinguish between the terms “e-diplomacy”,
“cyber diplomacy” and “digital diplomacy.” By
the term “digital diplomacy” Riordan means the
use of digital tools to solve diplomatic problems.
The notion “cyber diplomacy” is associated with
the use of diplomatic tools to resolve interstate
issues arising in cyberspace. In the modern world,
digital diplomacy and cyber diplomacy are carried
out by both state and non-state actors, including
NGOs and individuals. The term “e-diplomacy”
(as well as “Internet diplomacy”) was used at
the turn of the 20% — 21 centuries to refer to the
process and means of electronic support for
diplomacy. The term came from the realm of
commerce and was quite popular, but now its
frequency is extremely low. It is associated with
the creation of an electronic infrastructure for
conducting diplomatic activities [22]. The Russian
scholar N. Tsvetkova underlines that “digital
diplomacy” is designed to influence foreign public
opinion. However, instead of the traditional
exchange programs or events of cultural centers,
digital diplomacy disseminates information of a
political nature on the Internet or in social
networking. States that use this tool in their
diplomatic practice do not hide its nature: for
example, the U.S. government has repeatedly
stated that digital diplomacy is designed to establish
a dialogue between Washington and opposition
groups in foreign countries [29, p. 119]. I. Manor
notices that the term “digital diplomacy” that is
often used as a synonym for “digitalized public
diplomacy”, also suggests that the use of digital
tools is its own subset of diplomacy. Just as there
is bilateral diplomacy and multilateral diplomacy,
so diplomats practice digital diplomacy [16, p. 14].

Methods and Materials. The methodology
of the article is based on the mixed-method
approach that applies quantifiable data and
qualitative content. Social network analysis tools
like SocioViz, Netlytic, Tweepsmap, social media
indicators helped to understand the dynamics and
interactions in social media, engagement and
possibilities of institutional and private actors in
digital diplomacy. Especially considering that
officials, political leaders through their social media
accounts have set foreign policy contours and
form the foreign policy agenda, primarily among
the young audience, for whom social networks
are the common means of communication.

Analysis. The implementation of digital
diplomacy through global social media networks
defines several of its features. The communication
with the huge audience is established quickly and
easily, as a result of which there is a dependence
on content that is created by the users themselves
(through “likes”, comments, reposts and
“retweets”). This, in turn, creates opportunities for
tracking feedback, monitoring. Uncensored and
unfiltered, the media enables leaders to
communicate directly with the public and the public
to be informed on issues of foreign policy and
galvanize against foolish foreign policies in ways
impeded in a non-democracy where the media is
not free and the public is unable to adjudicate the
advantages and disadvantages of a policy with
relatively full information. The leaders in more
democratic countries were more likely to rely on
social media accounts for distributing content about
their administration or government [ 13, pp. 33-34].

Digital diplomacy functions in horizontal
relationships based on the exchange of information
rather than broadcasting it from top to typical
bottom for traditional diplomacy. As subjects of
digital diplomacy both foreign policy structures as
a whole and individual politicians and officials are
distinguished. But at the same time, there is no
single strategy or protocol for conducting foreign
policy activities on social media networks. Digital
platforms have revolutionized the practice of
public diplomacy by making it possible for
ministries of foreign affairs and embassies to reach
and engage with foreign publics directly. Currently,
all departments and politicians are presented in
the popular and widely known all over the world
Facebook, Twitter, Instagram, TikTok. In view of
this, it became possible to single out “Facebook-
diplomacy” or “Twiplomacy” in a separate
category.

“Twitter-diplomacy” or “Twiplomacy”, as
an innovative tool of public diplomacy that changed
the form of perception of diplomacy, began to
spread actively in the early 2010s. By 2020 98%
of United Nations member states have official
Twitter accounts [28]. Twitter gives to quantify
the opinions of users, as well as the degree of
public support for world leaders. Thanks to this it
became possible to almost instantly learn about
international events by commenting on them.
It should be noted that the application is more
beneficial to the states that are more
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technologically advanced. Twitter promotes the
exchange of useful information among politicians
and the community, increases the functionality of
diplomatic officials in collecting information,
analyzing risks and challenges, managing and
responding to them. Despite the positive effects
on communication mentioned, Twitter is not
considered to be a substitute for traditional
diplomacy. Twiplomacy interacts jointly with
diplomacy and expands the field of its activity [4].

The emergence of digital diplomacy as a
global concept coincided with the beginning of the
Arab Spring 0of 2010 and “the Occupy” movement
that emerged in 2011. When fueled by ample
discontent and social organizational power, digital
technology has allowed the masses to mobilize
against state power and threaten it. Sometimes
they radically changed the balance of power in
their country, as, for example, in the cases of the
overthrow of the government in Egypt and
Tunisia. These technologies also challenged state
storytelling and social and political event shaping,
bypassing traditional state propaganda and existing
state control over the media. As a result, states
began to develop a strategy for the implementation
of digital representation and communication
methods, gradually turning into the methods of
digital diplomacy that we know about today [2].
The main methods of digital diplomacy are
spreading of informational content in the Internet
media: analysis and monitoring of social networks
and the blogs; distribution of data via mobile
gadgets; formation of personal pages of officials
in social networks. Another important feature of
digital diplomacy is its specific set of
communication strategies of informing, evaluating
and arguing. In addition, digital tools inform and
shape the norms of communication, interaction
and decision-making by which diplomats carry out
their work. Transparency, decentralization,
casualness, interactivity, and real-time governance
are essential norms for digital performance, but
they may not align with ministries of foreign
affairs’ institutionally ingrained preferences for
confidentiality, hierarchy, instrumentality, and top-
down decision-making [5].

Digital diplomacy has become widespread
in the United States. Digital technologies are
actively used by the U.S. Department of State to
increase the attractiveness of the United States
in the eyes of the world community. “We are
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adapting our governance by realigning our
development and diplomatic programs to address
old challenges in new ways, and by leveraging
one of America’s greatest assets — innovation.
This is the 21% century when traditional foreign
policy instruments are complemented by new
innovative and adapted public administration
instruments that make full use of the technologies
of our connected world” [31]. Important decisions
for the development of the U.S. digital diplomacy
were made by U.S. Secretary of State C. Powell
in the early 2000s as part of larger programs for
the technological modernization of the U.S.
government. In 2003 within the Information
Resource Management (IRM) of the U.S.
Department of State, a “think tank” was created —
the Office of e-Diplomacy that began to deal with
issues of IT support. The first priority was to
consolidate the infrastructure for digital diplomacy.
As a result, by 2005 secure connection to the
SIPRNET systems (for transmitting classified
information) and OSIS (open networks) was
ensured; the servers were consolidated into a
single system; the finance was optimized using
electronic means. Websites of the main diplomatic
departments and public diplomacy programs were
completed, e-mail addresses were combined into
a global network, and programs were introduced
to improve the efficiency of the department’s
divisions [32]. By 2012, the US State Department
was already managing a social media empire of
288 Facebook pages, nearly 200 Twitter accounts,
and 125 YouTube channels. The State Department
issued guidelines for embassy use of social media,
established standard working routines for sharing
information online and offered digital training to
those diplomats looking to make use of social
media in public engagement [8, p. 475].

In 2014-2016 priorities were related to
“mobile diplomacy” (digital diplomacy with using
devices with mobile applications and social
networking), digital diplomacy with an emphasis
on analytics, information and knowledge
management, as well as the continuation of the
development of the global digital infrastructure and
digital systems management methods. For the first
time, cybersecurity appeared in the documents
as one of the key components of the infrastructure
for diplomatic activity. The ICAM identification
system was developed and implemented, the
development of an internal open messenger for
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SMART diplomats and a means for exchanging
confidential messages TS was completed [33].
Due to the next IT Strategic Plan digital diplomacy
must be taken to a new level. It is characterized
by massive use of big data and data diplomacy.
Rapid technological growth is driving the
modernization of the U.S. digital diplomacy
mechanisms. The Strategic Plan in the early 2020s
contains tasks for the implementation of voice-
to-computer communication interfaces (“voice
assistants™). Particular attention is paid to
emerging technologies based on artificial
intelligence, global satellite navigation systems and
digital cartography, as well as the use of translation
services on neural networks. Cybersecurity
remains one of the key issues on the digital
diplomacy agenda [35]. The development of
artificial intelligence, bots have given additional
opportunities to digital diplomacy. Al could adapt
a number of traditional diplomacy tools. Al is
possible to improve policy development, public
diplomacy, bilateral and multilateral engagement,
actions carried out through international and
conventional organizations, meetings and
partnerships, awarding grants and collecting and
analyzing information [23, p. 27]. It’s quite
applicable to social networks taking into account
that the new generation of social bots can
autonomously talk with a human via online chat
and spoken language, manage social media
accounts at the same time bots can actively spread
misinformation online, slowing down the diffusion
of truthful information [26, p. 256].

Despite the fact that digital diplomacy has
gained great importance, the most developed
countries along with the United States in this area
are China, India, France, Brazil, and Japan.
There are special indicators like Digital
diplomacy ranking and Digital diplomacy index
(DDI) that allow to define most influence states
through their digital diplomacy practice. So,
because of DDI, the US holds the lead having
20.9 million followers on its diplomatic accounts
in social media in 2021 and 29 million in 2022.
One of the key actors of digital diplomacy is India
being the country with the most followers on its
diplomatic accounts of 72 million in 2021 and
86 million followers in 2022 [10]. Over the past
decade India has demonstrated vast growth in
digital diplomacy using special tools. The campaign
in social media with tag #IncredibleIndia became

very popular and gained 236 million in 2015 [3].
#IncredibleIndia promotes positive perceptions of
India and aims to exclude Indophobia, Hinduphobia
and any other negativity towards the country and
its citizens. Additional tool of digital influence of
India may be considered the social media account
of Prime Minister Narendra Modi as one of the
most followed world leaders. In 2009
(@narendramodi accounted 1 million followers that
12 million in 2015, and now over 86 million of active
followers [18]. Moreover, Indian Ministry of
External Affairs (MEA) has deployed mobile apps
like MEAIndia and G20India as special source to
connect Indians travelling abroad, students and
scholars of foreign policy, Indian Diasporas.

The development of digital diplomacy using
social networks has led to the emergence of
certain risks and threats to the world of real
politics. Emerging digital technologies and its
involvement in social processes raised the issue
about the actors and its role in shaping policy. As
the role of the state has stayed important the
multinational technology companies that have
driven the technological innovation have become
extremely influential to the extent that their
economic and political power matches — or even
surpass the nation states [6, p. 85; 12, p. 187].
At the same time as J. Nye notices this role of
non-state actors does not mean the end of the
nation-state. Governments remain the most
powerful actors on the global stage, but the stage
has become more crowded [20, p. 10].

Social networks have become widely used
in modern conditions as the most effective
environment for the dissemination of false
information, unfair competition and active political
propaganda. Inaccurate data can be thrown into
the Internet special sites, the main purpose of
which is precisely the creation and distribution of
“fake news” or “fakes.” Bloggers, influencers,
“trolls” are used as the tools for promoting content
on social networks to discredit political competitors
and ideological opponents.

Another threat concerns cybercrimes
against the protection of personal data. Social
media users often fear unauthorized access,
hacking, and identity theft. Such crimes are the
most important risks of digital diplomacy that have
existed since the emergence of the Internet.
Social networks as a communication technology
can be used as a means for the dissemination of
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extremist and terrorist content, propaganda of
ideologically hostile countries as a tool for waging
an information war and foreign influence domestic
political processes [34]. Generally, the threats and
risks of digital diplomacy include: 1. The publication
of politically incorrect messages that can lead to
social tensions and conflicts. 2. Social networks
can be used for illegal purposes for information
warfare in the context of election campaigns and
other political processes. 3. Social media platforms
can be used to create radical content for cyber
terrorists and extremists. 4. The Internet is
becoming a space for cyber warfare and hacking,
given the fast increasing number of hacker attacks
on government servers [21, p. 85].

The listed risks remained relevant for digital
diplomacy even during the pandemic COVID-19.
However, despite this, digital diplomacy continued
to operate while borders and airspace were
closed. Diplomats were able to respond quickly
to rapidly growing calls for help via social media.
The pandemic has shown that in the future it
would be a hybrid, coexistence of digital and
traditional diplomacy, which was forced to adapt
to virtuality [9]. Also major global events like
summits have been moved to Zoom application.
In 2020 virtual meetings have become so popular
that many have coined the term “Zoom-
diplomacy” referring to the widespread use of
Zoom or other platforms in diplomacy. In 2020
the online meeting of the G-20 leaders was a prime
example of this [24].

The next decade digital diplomacy will be
transformed because of the technological context
in which ministries of foreign affairs are to
operate. The well-known scholar, head of the
Oxford Digital Diplomacy Research Group,
Corneliu Bjola mentioned that the development
3G and 5G technology was usher in a whole new
level of technological innovative breakthroughs
which will lead to the mass adoption of a number
of technical tools increasingly relevant to public
diplomacy, such as mixed reality, satellite remote
sensing or artificial intelligence [ 15; 17; 27, p. 411].
Digital diplomacy depends on new communication
and technical skills. While communication is a
cornerstone of diplomacy, the codes, habits, and
norms of communication online differ from both
the formal and the informal diplomatic
communications that take place behind closed
doors. Mastering the formatting logic of software,
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the navigation of big data and management of
relationships with tech companies will become new
tasks of diplomacy [11, p. 1607].

Results. Over the past decades, digital
diplomacy has become an influential foreign policy
instrument of the state that promotes policymakers
and officials use new technologies to expand their
interaction with their audiences. By 2020 digital
diplomacy has become a more complex form of
communication, requiring the involvement of
artificial intelligence and other forms of intellectual
support to manage and regulate various data sets
and information risks. Al can improve foreign
policy making, public diplomacy, bilateral and
multilateral interactions, actions through
international and conventional organizations,
meetings and partnerships, grant awards, and
information collection and analysis of foreign
policy processes in different coutnries.

Digital diplomacy has received the greatest
distribution through the tools of social media
networks in which almost all states of the planet
currently have their representations. In terms of
digital leadership, the diplomatic departments of
the United States, China, and India have become
advanced setting the bar of digital development
for officials of ministries of foreign affairs. Social
networks will remain an important element of
communication as a means of organizing a dialogue
on international and national issues. Political
leaders, government bodies, public organizations,
corporations are interested in maintaining direct
contact with their community through social
networks, covering more and more, first of all, a
young audience. In general, social media
platforms, as innovative tools, have provided new
opportunities for free political and humanitarian
interaction with a growing number of users and
thus contribute to the achievement of the goals of
digital diplomacy able to coexist with traditional
diplomacy in some hybrid form.
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